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8.Future Enhancements
We have faithfully implemented the algorithms as per standards. Future enhancement can include

· Designing a decent front end. Flashy front end products always sell.

· Implementing a public key encryption algorithm, that would allow easier sharing of the secret key.

· A routine to generate the shared key. We can reuse the existing Pseudo Random Number Generator, namely Mersenne Twister over a hashing algorithm such as Secure Hash Algorithm to generate a shared secret key.

· We can use the same hash algorithm for implementing digital signatures.



















































































































































































































































































































                                            

                                                            Dept. of CSE, SIT                                                           110           

